## 🔑 ****Authentication Details****

### 1. **Basic Authentication**

* **Username:** adminBas
* **Password:** passwordBas
* **Realm:** Basic Area
* **Example header (Base64 of adminBas:passwordBas):**
* Authorization: Basic YWRtaW5CYXM6cGFzc3dvcmRCYXM=

### 2. **Digest Authentication**

* **Username:** adminDig
* **Password:** passwordDig
* **Realm:** Digest Area
* **QOP:** auth
* **Algorithm:** MD5
* Note: You don’t manually send Authorization here — the client (e.g., Postman, RestAssured, curl with --digest) will handle the challenge-response.

Example curl:

curl --digest -u adminDig:passwordDig http://localhost:3000/api/digest/emps

### 3. **Bearer Token Authentication**

* **Token:** mySecretBearerToken
* **Example header:**
* Authorization: Bearer mySecretBearerToken

## 📌 ****Routes Overview****

### 🔹 Basic Auth Routes

* GET /api/basic/emps → list all
* GET /api/basic/emps/:id → get by id
* POST /api/basic/emps → create
* PUT /api/basic/emps/:id → update
* DELETE /api/basic/emps/:id → delete

### 🔹 Digest Auth Routes

* GET /api/digest/emps → list all
* GET /api/digest/emps/:id → get by id
* POST /api/digest/emps → create
* PUT /api/digest/emps/:id → update
* DELETE /api/digest/emps/:id → delete

### 🔹 Bearer Auth Routes

* GET /api/bearer/emps → list all
* GET /api/bearer/emps/:id → get by id
* POST /api/bearer/emps → create
* PUT /api/bearer/emps/:id → update
* DELETE /api/bearer/emps/:id → delete